
The Age Appropriate Design Code in
Action

Default settings: Many services have made changes so that children and teen’s
accounts are set to the highest privacy settings by design and default.

YouTube’s default upload settings have been changed to the most private setting for under 18s.

Pinterest now has notifications switched off by default and users are not pressured to switch them
on.

Adults can no longer direct message young people who do not follow them on Instagram.

Greater user control: Alongside default settings, many services have unveiled
further user controls to help users manage and curate their own experience:



Twitter expanded its Safety Mode, which blocks accounts who send abusive messages from
following the recipient for seven days. Twitter will now proactively scan Tweets for abusive content,
and positively nudge recipients to turn on Safety Mode.

Among Us now grants users the opportunity to manage data collection at sign up and in game,
including the option to turn off a personalized game experience and opt out of data collection.

Transparency: Some services have also taken innovative approaches to updating their
terms of service, privacy policies and community guidelines to make them more suitable for
children. For example:

King, a prominent game publisher with 16 games listed on the Apple and Google app stores, has
produced a gamified version of its privacy policies to educate their users on their data practices.

Meta updated its privacy policy, changing the format, breaking up the text, using more
understandable language and making use of illustrations and videos.

Spotify has for the first time published its platform rules, setting out which content is prohibited and
the consequences of uploading such content, with signposting for users on how to report any
potential violations.

On Pinterest, children in the UK will not be shown ads and their data will not be shared or used
outside the service.

Recognition of evolving capacities: Many of the positive changes have
included a recognition of ‘evolving capacities’ with products adapting safeguards for different age
groups. For instance:

Google has developed engaging and easy-to-understand materials will help children and their
parents understand Google’s data practices in an age-appropriate way, with options for
6–8-year-olds, 9–12-year-olds and 13–17-year-olds.

TikTok has created two bands, 13-15 and 16-17 for many of its safety features, granting older
teens greater scope to manage their experiences on the app.

In addition to the UK where the Code is law, other countries, including France, the Netherlands,
Sweden and the Republic of Ireland, have already introduced guidance influenced by and building
on the Age Appropriate Design Code.

https://families.google.com/familylink/privacy/child-disclosure/
https://www.cnil.fr/en/digital-rights-children
https://codevoorkinderrechten.nl/wp-content/uploads/2021/07/Code-voor-Kinderrechten-Wordversie_EN.pdf
https://www.imy.se/globalassets/dokument/rapporter/the-rights-of-children-and-young-people-on-digital-platforms_accessible.pdf
https://www.dataprotection.ie/sites/default/files/uploads/2021-12/Fundamentals%20for%20a%20Child-Oriented%20Approach%20to%20Data%20Processing_FINAL_EN.pdf

